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Melissa McRae, Project Associate 

 

Melissa McRae is a retired Federal Bureau of Investigation (FBI) 
Supervisory Special Agent (SSA) known for building public and private 
sector partnerships, developing task forces, and coordinating complex 
international investigations with successful outcomes. During her career 
with the FBI, she specialized in investigating and overseeing National 
Security and Criminal computer intrusions, Internet Fraud, Insider Threats, 
and Theft of Trade Secrets. She led task forces in Richmond, Virginia 
addressing Cyber Crimes, Violent Crimes against Children, Civil Rights, 

Analysis Response Team (CART).  
 

In 2015, Melissa 
Canada, where she was responsible for collaborating with Canadian law enforcement and public sector 
partners and acting as the liaison for the FBI on cyber related investigations with a nexus in Canada. Through 
these partnerships, she coordinated international high profile Cyber investigations and enabled disruptions of 
major cyber threat groups impacting critical infrastructure and human safety across the world. As a result, 
Ms. three-year 
assignment in Ottawa, Canada and prior to her retirement in 2019, Ms. McRae was the Special Advisor to the 
Operational Technology Division Deputy Assistant Directors. In this role, she provided guidance and 
assistance on critical and complex technological initiatives. 

Melissa McRae has 28 years of experience in law enforcement and was a certified Defensive Tactics 
Instructor. Prior to her time in the FBI, she served as a Systems Administrator and Crime Analyst for the 

, where she transformed them from a paper base system to digital 
based Incident Base Reporting (IBR) system and co-chaired the Central Virginia Crime Analysis Network. 
Since retiring in 2019, she has served as volunteer in the Medical Reserve Corps, as an adjunct professor at 
Virginia Commonwealth University and as a Private Investigator. 

She has a Bachelor's Degree from Virginia Tech University and participated in an Information Systems Post 
Baccalaureate Program from 1996 to 1998 at Virginia Commonwealth University. Melissa has received 
significant specialized training in Cyber Security, Incident Response, Investigations and Digital Forensics.  

Over her law enforcement career, Melissa actively participated, created and led numerous working groups 
and programs providing awareness, training, and establishing information sharing platforms. This led to her 
receiving numerous accolades during her illustrious career, including: Incentive Award for outstanding 
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Excellence - AlphaBay/Hansa Investigation, 2018; Quality Step Increase Award for Richmond Cyber Crime 
Task Force Leadership, 2012; US Attorney Award, Eastern District of Virginia - Card Keeper Investigation, 

Business Process Re-engineering (BPR) integrated Process Team work, 2006; Quality Step Increase Award 
for 9/11 CP Team Leadership & CT Intrusion Investigation, 2003; and Certificate of Achievement for 
development of North Texas Cyber Crimes Task Force, 2000.  
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TITLE IX  
 

Copyright 

(Limited permission is granted to each attendee of this class to make training materials available per the 
requirements outlined in the Title IX Regulations published on May 19, 2020) 

These materials are copyright of D. Stafford & Associates, LLC © 2025 D. STAFFORD & ASSOCIATES.  All 
rights reserved. 

Any distribution or reproduction of part or all of the contents in any form is prohibited other than the following: 
As required by 34 C.F.R. § 106.45(b)(1)(iii) and § 106.45(B)(10)(i)(D), this material in its entirety may 
be posted to the website of the institution in which you were associated with at the time in which you 
were enrolled in this training. D. Stafford & Associates gives permission for clients to convert the 
provided documents as necessary to be ADA-compliant. 
Public inspection upon request. 

You may not, except with our express written permission, distribute or commercially exploit the content. Nor 
may you transmit it or store it in any other website or other form of electronic retrieval system. 

No Recording or AI Usage Policy 

Due to privacy concerns, intellectual property issues, and potential misuse of confidential information discussed 
during this session, attendees are strictly prohibited from recording this session or utilizing artificial intelligence 
(AI) tools like automatic transcription services or note-taking applications. Attendees found to be using such 
devices will be removed from the session and no refunds will be available. 






































































































































